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KEY SCHOOL CONTACT DETAILS 

Headteacher Name: Martin Lonergan 
Telephone: 0191 281 5821 
Email: martin.lonergan@percyhedley.org.uk 

Designated safeguarding lead 
(DSL) and deputy designated 
safeguarding leads 

Designated safeguarding lead 
Name: Simon Adams 
Telephone: 0191 281 5821 
Email: simon.adams@percyhedley.org.uk 
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KEY EXTERNAL CONTACT DETAILS 
Local authority designated officer (LADO) 
 
 

Melanie Scott 
0191 277 4636 
melanie.scott@newcastle.gov.uk 

Children’s social care 
 
 
 

Newcastle Safeguarding Children Partnership 
https://www.newcastlesafeguarding.org.uk/ 
 

Multi-agency safeguarding hub 
 
 

Initial Response Service – 0191 277 2500 
Emergency Duty Team – 0191 278 7878 

Police / law and order 
 
 
 
 
 

Emergency: 999 

mailto:melanie.scott@newcastle.gov.uk
https://www.newcastlesafeguarding.org.uk/
mailto:Prevent@newcastle.gov.uk
mailto:Joe.Hogan@newcastle.gov.uk
mailto:gail.forbes@newcastle.gov.uk
mailto:sally.hamilton@newcastle.gov.uk
mailto:customerservices@dbs.gov
mailto:misconduct.teacher@education.gov.uk
mailto:concerns@isi.net
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This policy has regard to the following guidance and advice: 
 

● Keeping Children Safe in Education (DfE 2024) (Statutory guidance) 
 

● Working Together to Safeguard Children: A guide to multi-agency working to help, protect 
and promote the welfare of children (2023). Statutory guidance 

 
● Multi-agency statutory guidance on female genital mutilation (HM Government July 2020) 

(Statutory guidance) 
 

● Relationships Education, Relationships and Sex Education (RSE) and Health Education (DfE 
September 2020) (Statutory guidance) 
 

● Children missing education (DfE September 2016) (Advice for schools) 
 

● Children Missing Education (DfE August 2024). Guidance for Local authorities  
 

● Statutory framework for the early years foundation stage (DfE 2024) (Statutory guidance) 
 

● 
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PROCEDURES FOR DEALING WITH CONCERNS ABOUT A CHILD 

What staff should do if they have a concern about a child 
 
All staff must report any concerns they have about a child and not see these as insignificant. Staff 
should not assume a colleague or another professional will take action and share the concern.  
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Concerns about a child’s welfare will be referred to the local authority children’s social care by the 
DSL. Where a child is suffering, or is likely to suffer from harm, a referral to children’s social care 
(and if appropriate the police) will be made immediately. 
Referrals will follow the local authority referral process. 
 
The DSL should be aware of the requirement for children to have an appropriate adult while a 
child is being questioned by the police. The appropriate adult will “support, advise and assist” the 
young person, and also “observe whether police are acting properly and fairly to respect [the 
young person’s] rights and entitlements, and inform the officer of the rank of inspector or above if 
they consider that they are not”. Further information can be found in the statutory guidance – 
PACE Code C 2023. 
 
Where a child in school has a Child in Need plan or a Child Protection plan, the school will liaise 
with children’s social care, attend meetings and provide comprehensive and detailed reports.  
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● The child may have viewed sexually explicit / violent movies, video games or other 
materials 

● The child may have just acted impulsively without meaning to harm anyone 
 

Relationship abuse is unacceptable behaviour between any two people.   

CONSENSUAL AND NON-CONSENSUAL SHARING OF NUDE AND SEMI-NUDE IMAGES 

AND/OR VIDEOS 

The term ‘sharing nudes and semi-nudes’ is used to mean the sending or posting of nude or semi-
nude images, videos or live streams by children under the age of 18 online. This could be via social 
media, gaming platforms, chat apps or forums. It could also involve sharing between devices via 
services like Apple’s AirDrop which works offline. 
The term ‘nudes’ is used as it is most commonly recognised by children and more appropriately 
covers all types of image sharing incidents.  
 
The motivations for taking and sharing nude and semi-nude images, videos and live streams are 
not always sexually or criminally motivated. Such images may be created and shared consensually 
by children who are in relationships, as well as between those who are not in a relationship. It is 
also possible for a child in a consensual relationship to be coerced into sharing an image with their 
partner.  
 
Incidents may also occur where: 

● Children find nudes and semi-nudes online and share them claiming to be from another 
child 

● 
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Initial response 
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● The images involve sexual acts and any child in the images or videos is under 13.  
● You have reason to believe a child is at immediate risk of harm owing to the sharing of 

nudes and semi-nudes, for example, they are presenting as suicidal or self-harming. 
 
The DSL should be aware of the requirement for children to have an appropriate adult while a 
child is being questioned by the police. The appropriate adult will “support, advise and assist” the 
child, and also “observe whether police are acting properly and fairly to respect [the child’s] rights 
and entitlements, and inform the officer of the rank of inspector or above if they consider that 
they are not”. Further information can be found in the statutory guidance – PACE Code C 2023. 
 
If none of the above apply, the DSL may decide to respond to the incident without involving the 
police or children’s social care. They can still choose to escalate the incident at any time if further 
information/concerns are disclosed at a later date. 
 
The decision to respond to the incident without involving the police or children’s social care will 
only be made in cases where the DSL is confident that they have enough information to assess the 
risks to any child involved and the risks can be managed within the school’s support and 
disciplinary framework and, if appropriate, their local network of support. 
 
 
Assessing the risks 
 
The circumstances of incidents can vary widely. If at the initial review stage a decision has been 
made not to refer to police and/or children’s social care, the DSL (or equivalent) should conduct a 
further review (including an interview with any child involved) to establish the facts and assess the 
risks. 
When assessing the risks and determining whether a referral is needed, the following should be 
also considered: 

● Why was the nude or semi-nude shared? Was it consensual or was the child put under 
pressure or coerced? 

● Has the nude or semi-nude been shared beyond its intended recipient? Was it shared 
without the consent of the child who produced the image? 

● Has the nude or semi-nude been shared on social media or anywhere else online? If so, 
what steps have been taken to contain the spread? 

● How old are any of the children involved? 
● Did the child send the nude or semi-nude to more than one person? 
● Do you have any concerns about the child’s vulnerability? 
● Are there additional concerns if the parents or carers are informed? 

 
The DSL will decide whether a child is at risk of harm, in which case a referral will be appropriate, 
whether additional information or support is needed from other agencies or whether the 



https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/sexting/report-nude-image-online/


 

23 
Policy: Safeguarding & Child Protection 

https://www.childline.org.uk/
https://www.ceop.police.uk/safety-centre
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https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
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CYBERCRIME 

Cybercrime is criminal activity committed using computers and / or the internet. It is broadly 
categorised as either ‘cyber-enabled’ (crimes that can happen off-line but are enabled at scale and 
at speed on-line) or ‘cyber dependent’ (crimes that can be committed only by using a computer). 
Cyber-dependent crimes include: 

● Unauthorised access to computers (illegal ‘hacking’), for example accessing a school’s 
computer network to look for test paper answers or change grades awarded. 

● Denial of Service (Dos or DDoS) attacks or ‘booting’. These are attempts to make a 
computer, network or website unavailable by overwhelming it with internet traffic 
from multiple sources.  

● Making, supplying or obtaining malware (malicious software) such as viruses, spyware, 
ransomware, botnets and Remote Access Trojans with the intent to commit further 
offence, including those above.  

Children with particular skill and interest in computing and technology may inadvertently or 
deliberately stray into cyber-dependent crime. If there are concerns about a child in this area, the 
designated safeguarding lead (or a deputy), should consider referring into the Cyber Choices 
programme. This is a nationwide police programme supported by the Home Office and led by the 
National Crime Agency, working with regional and local policing. It aims to intervene where young 
people are at risk of committing, or being drawn into, low level cyber-dependent offences and 
divert them to a more positive use of their skills and interests.  
 
Note that Cyber Choices does not currently cover ‘cyber-enabled’ crime such as fraud, purchasing 
of illegal drugs on-line and child sexual abuse and exploitation, nor other areas of concern such as 
on-line bullying or general on-line safety.  
 
Additional advice can be found at: Cyber Choices, ‘NPCC- When to call the police’ and National 
Cyber Security Centre - NCSC.GOV.UK 
 
 

CHILDREN WITH SPECIAL EDUCATIONAL NEEDS AND DISABILITIES OR CERTAIN 

HEALTH ISSUES 

 
Children with Special Educational Needs or Disabilities (SEND) or certain health conditions can face 
additional safeguarding challenges. Children with SEND are significantly more likely to be abused 
than their peers.  
Additional barriers can sometimes exist when recognising abuse in SEND children. These can 
include: 

● Assumptions that indicators of possible abuse such as behaviour, mood and injury 
relate to the child’s disability without further exploration 
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● Details of how the concern was followed up and resolved 
● A note of each action taken, decisions reached and the outcome 
● Information from a child written verbatim  
● Date and signature / record of who completed the record 

If there is any doubt about recording requirements, staff should discuss with the DSL 
 
All concerns should be passed to the DSL without delay, either written or verbal (followed as soon 
as possible by a written report) 
 
Child Protection information will be kept in a separate Child Protection file for each child, stored in 
CPOMS. Hard copy information will be scanned and uploaded to CPOMS and the hard copies 
destroyed.  CPOMS settings will ensure that Child Protection information is secure and can only be 
accessed and viewed by those permitted to. Only Child Protection information will be kept in this 
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reported to the DSL. Where there are concerns about the headteacher this should be referred to 
the chair of the governing board. 
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All staff will be provided with a copy of our school’s Code of Conduct at induction which sets out 
the school’s expectations of staff behaviour. We will review our Code of Conduct regularly and ask 
staff to ensure that they are familiar with the current version. Staff are expected to carry out their 
duties in accordance with the Code of Conduct. 
 
There will be occasions when some form of physical contact is inevitable, for example if a child has 
an accident or is hurt or is in a situation of danger to themselves or others around them.  
However, at all times the agreed policy for positive handling must be adhered to.  
 
If staff, visitors, volunteers or parent helpers are working with children alone they must ensure 
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https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
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The virtual school headteacher  
 

● Guidance has been updated to reflect the extension of the role of the virtual school head 
to include a non-statutory responsibility for oversight of the attendance, attainment, and 
progress of children with a social worker. 

● Virtual school heads should identify and engage with key professionals to help them 
understand the role they have in improving outcomes for children.  

 
The designated safeguarding lead (DSL) 
 
The DSL is a senior member of staff, from the leadership team who takes lead responsibility for 
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The DSL will help promote educational outcomes by sharing information about the issues that 
children, including children with a social worker, are experiencing, or have experienced, with 
teachers and leadership staff. 
 
Opportunities to teach safeguarding 
 
We will teach children how to keep themselves safe, including in relation to contextual factors. 

https://www.gov.uk/government/publications/education-for-a-connected-world
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All staff are expected to read these key documents and fully understand their responsibility to 
keep children safe: 

● Part One and Annex B of ‘Keeping Children Safe in Education’ DfE   
● Safeguarding and Child Protection policy  
● Behaviour  / anti-bullying policy  
● Staff Code of Conduct  
● Whistleblowing policy  
● Safeguarding responses to children who go missing from education 
● Role of the designated safeguarding lead (including the identity of the DSL and any 

deputies) 
 
 

WORKING WITH PARENTS AND CARERS 

The school is committed to working in partnership with parents/carers to safeguard and promote 
the welfare of children and to support them to understand our statutory responsibilities in this 
area.   
 
When new pupils join our school, parents and carers will be informed that we have a safeguarding 
policy. A copy will be provided to parents on request and is available on the school website. 
Parents and carers will be informed of our legal duty to assist our colleagues in other agencies 
with child protection enquiries and what happens should we have cause to make a referral to 
children’s social care.   
 
We are committed to working with parents positively, openly and honestly. We ensure that all 
parents are treated with respect, dignity and courtesy. We respect parents’ rights to privacy and 
confidentiality and will not share sensitive information unless we have permission or it is 
necessary to do so in order to safeguard a child from harm. 
 
We will seek to share with parents any concerns we may have about their child unless to do so 
may place a child at increased risk of harm.  A lack of parental engagement or agreement 
regarding the concerns the school has about a child will not prevent the DSL making a referral to 
children’s social care in those circumstances where it is appropriate to do so. 
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mailto:melanie.scott@newcastle.gov.uk
https://www.gov.uk/government/news/home-office-launches-child-abuse-whistleblowing-helpline
mailto:help@nspcc.org.uk
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APPENDIX B: ABUSE, NEGLECT AND EXPLOITATION  

Indicators of abuse and neglect  

Abuse:  a form of maltreatment of a child. Somebody may abuse or neglect a child by inflicting 
harm or failing to act to prevent harm. Children may be abused in a family or in an institutional or 
community setting; by those known to them, or, more rarely, by others. Abuse can take place 
wholly online, or technology may be used to facilitate offline abuse.  Children may be abused by an 
adult or adults or by another child or children.   
We recognise that children are also vulnerable to physical, sexual and emotional abuse by their 
peers or siblings. (See child on child abuse) 
 

 

Physical abuse may involve hitting, shaking, throwing, poisoning, burning or scalding, drowning, 
suffocating or otherwise causing physical harm to a child. Physical harm may also be caused when a 
parent or carer fabricates the symptoms of or deliberately induces illness in a child. 
 

 

Sexual abuse involves forcing or enticing a child or young person to take part in sexual activities, 
not necessarily involving a high level of violence, whether or not the child is aware of what is 
happening. The activities may involve physical contact, including assault by penetration (for 
example, rape or oral sex) or non-penetrative acts such as masturbation, kissing, rubbing and 
touching outside of clothing. They may also include non-contact activities, such as involving 
children in looking at, or in the production of, sexual images, watching sexual activities, 
encouraging children to behave in sexually inappropriate ways, or grooming a child in preparation 
for abuse (including via the internet). Sexual abuse is not solely perpetrated by adult males. 
Women can also commit acts of sexual abuse, as can other children. The sexual abuse of children 
by other children is a specific safeguarding issue in education and all staff should be aware of it and 
of their school or college’s policy and procedures for dealing with it. 
 

 

Emotional abuse is the persistent emotional maltreatment of a child such as to cause severe and 
persistent adverse effects on the child’s emotional development. 
 
It may involve conveying to children that they are worthless or unloved, inadequate, or valued only 
insofar as they meet the needs of another person. It may include not giving the child opportunities 
to express their views, deliberately silencing them or ‘making fun’ of what they say or how they 
communicate. It may feature age or developmentally inappropriate expectations being imposed on 
children. These may include interactions that are beyond the child’s developmental capability, as 
well as overprotection and limitation of exploration and learning, or preventing the child 
participating in normal social interaction. It may involve seeing or hearing the ill-treatment of 
another. It may involve serious bullying (including cyberbullying), causing children frequently to feel 
frightened or in danger, or the exploitation or corruption of children. Some level of emotional 
abuse is involved in all types of maltreatment of a child, though it may occur alone. 
We recognise that children with special educational needs and disabilities (SEND) can face 
additional safeguarding challenges and these are discussed in staff training.   
These additional barriers can include:  

● Assumptions that indicators of possible abuse such as behaviour, mood and injury relate 
to the child’s disability without further exploration 
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Nevertheless, some communities use religion and culture as a way to coerce a person into 
marriage.  Schools and colleges can play an important role in safeguarding children from forced 
marriage. 
 
 
Signs and symptoms may include: 

● Children may appear anxious, depressed and emotionally withdrawn with low self-
esteem.  

● They may have mental health disorders and display behaviours such as self-harming, 
self-cutting or anorexia. 

● Sometimes they may come to the attention of the police having been discovered 
shoplifting or taking drugs or alcohol. 

● Often children’s symptoms can be exacerbated in the periods leading up to the holiday 
season. 

● Children may present with a sudden decline in their performance, aspirations or 
motivation. 

● They may be subject to excessive restrictions and control at home.  
● Some children may not be allowed to attend any extra-curricular or after-school 

activities. 
● Girls and young women may be accompanied to and from school / college, and even 

during lunch breaks. 
● Some children may stop attending school or college. 
● Their homework is incomplete or appears rushed. This may be the result of being 

actively discouraged from doing it by family members. 
● Children may do their homework late at night, which frequently shows in school 

because they are lethargic, unable to concentrate and have a general appearance of 
tiredness. 

● Professionals being told that the child is out of the country. 
● There are occasions when older siblings (usually brothers) and cousins keep a close eye 

on girls to make sure that they do not meet anyone or talk to friends. 
● Conflict between the child and their parents about whether the child will be allowed to 

continue their education. 
● Family history of older siblings leaving education early and marrying early. 

   
 

APPENDIX E: PREVENTING RADICALISATION 

Children are vulnerable to extremist, mixed or unclear ideology and radicalisation. Similar to 
protecting children from other forms of harms and abuse, protecting children from this risk should 
be a part of a schools’ or colleges’ safeguarding approach.  
 

● Extremism is the vocal or active opposition to our fundamental values, including 
democracy, the rule of law, individual liberty and the mutual respect and tolerance of 
different faiths and beliefs. This also includes calling for the death of members of the 
armed forces.  





http://trixresources.proceduresonline.com/nat_key/keywords/significant_harm.html
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https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/f
ile/274414/Children_Act_1989_private_fostering.pdf  
 
 
 

APPENDIX G: CHILDREN MISSING

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/274414/Children_Act_1989_private_fostering.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/274414/Children_Act_1989_private_fostering.pdf
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● Challenging inappropriate behaviours  
● Making clear that sexual violence and sexual harassment is not acceptable, will never 

be tolerated and is not an inevitable part of growing up 
● Not tolerating or dismissing sexual violence or sexual harassment as “banter”, “part of 

growing up”, “just having a laugh” or “boys being boys” 
● Challenging physical behaviours (potentially criminal in nature), such as grabbing 

bottoms, breasts and genitalia, pulling down trousers, flicking bras and lifting up skirts  
● Dismissing or tolerating such behaviours risks normalising them 

 
 
Sexualised behaviour   
 

Green Behaviours… Amber Behaviours… Red Behaviours… 

are part of safe and healthy 
sexual development which are: 

● displayed between 
children or young people 
of similar age or 
developmental ability 

● reflect curiosity, 
experimentation, 
consensual activities and 
positive choices 

● ‘normal’ but 
inappropriate within the 
school/classroom setting 

are potentially outside of safe 
and healthy development due 
to: 
 

● age or developmental 
differences 

● activity type, frequency, 
duration or context  

 

are clearly outside of safe and 
healthy development and: 
 

https://learning.nspcc.org.uk/media/1657/harmful-sexual-behaviour-framework.pdf
https://learning.nspcc.org.uk/media/1657/harmful-sexual-behaviour-framework.pdf
https://learning.nspcc.org.uk/media/1657/harmful-sexual-behaviour-framework.pdf
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o upskirting (is a criminal offence) 
o sexualised online bullying 
o unwanted sexual comments and messages, including, on social media 
o sexual exploitation; coercion and threats 

 
Upskirting  
 
The Voyeurism (Offences) Act 2019, which is commonly known as the Upskirting Act, came into 
force on 12 April 2019. ‘Upskirting’ is where someone takes a picture under a persons’ clothing 
(not necessarily a skirt) without their permission and or knowledge, with the intention of viewing 
their genitals or buttocks (with or without underwear) to obtain sexual gratification, or cause the 
victim humiliation, distress or alarm. It is a criminal offence. Anyone of any sex, can be a victim. 
 

Appendix I: Modern slavery, Trafficking and Child Abduction/community incidents 

http://www.gov.uk/
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Although there is no evidence of other forms of exploitation such as ‘organ donation or 
‘harvesting’, all agencies should remain vigilant. 
 
Children may be trafficked from other countries for a variety of reasons. There are a number of 
factors in the country of origin which might make children vulnerable to being trafficked.  
 
The factors listed below are by no means a comprehensive list:  

● Poverty 
● Lack of education 
● Discrimination 
● Cultural attitudes 
● Grooming 
● Dysfunctional families 
● Political conflict and economic transition and 
● Inadequate local laws and regulations 

Potential indicators that a child may have been trafficked 
Once in the UK the child:  

● Receives unexplained/unidentified phone calls whilst in placement/temporary 
accommodation 

● Shows signs of physical or sexual abuse, and/or has contracted a sexually transmitted 
infection or has an unwanted pregnancy 

● Has a history with missing links and unexplained moves  
● Has gone missing from local authority care  
● Is required to earn a minimum amount of money every day  
● Works in various locations  
● Has limited freedom of movement  
● 

http://www.gov.uk/government/publications/safeguarding-children-who-may-have-been-trafficked-practice-guidance
http://www.gov.uk/government/publications/safeguarding-children-who-may-have-been-trafficked-practice-guidance
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members; by people known but not related to the victim (such as neighbours, friends and 

acquaintances); and by strangers. 



http://www.nspcc.org.uk/
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Policies and Procedures 

● The DSL has overall responsibility for online safety within the school but will liaise with 
other members of staff, for example IT technicians, curriculum leads, department leads 
etc. as necessary.  

 
● The DSL will respond to online safety concerns reported in line with our child protection 

and other associated policies, including our anti-bullying, social media (Acceptable Use) 
and behaviour policies.  

o Internal sanctions and/or support will be implemented as appropriate. 
o Where necessary, concerns will be escalated and reported to relevant partner 

agencies in line with local policies and 
o  procedures.  

 
● We use a wide range of technology. This includes computers, laptops, tablets and other 

digital devices, the internet, our learning platform, intranet and email systems.  
o All school owned devices and systems will be used in accordance with our 

acceptable use policies and with appropriate safety and security measures in 
place.  
 

● We recognise the specific risks that can be posed by mobile and smart technology, 
including mobile / smart phones, cameras and wearable technology. 
 

● In accordance with KCSIE 2024 the school has appropriate mobile and smart technology, 
image use, online and acceptable use policies in place, which are shared and understood by 

https://www.gov.uk/guidance/meeting-digital-and-technology-standards-in-schools-and-colleges/filtering-and-monitoring-standards-for-schools-and-colleges
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o Any access to material believed to be illegal will be reported immediately to the 
appropriate agencies, such as the Internet Watch Foundation and the police. 

o When implementing appropriate filtering and monitoring, we will ensure that “over 
blocking” does not lead to unreasonable restrictions as to what children can be 
taught with regards to online teaching and safeguarding. 

 
● We acknowledge that whilst filtering and monitoring is an important part of our online 

safety responsibilities, it is only one part of our approach to online safety. 
o Children will use appropriate search tools, apps and online resources as identified 

following an informed risk assessment.  
o Children’s internet use will be supervised by staff according to their age and ability. 
o Children will be directed to use age appropriate online resources and tools by staff. 

 
Information Security and Access Management  

● School is responsible for ensuring an appropriate level of security protection procedures 
are in place, in order to safeguard our systems as well as staff and learners. Further 
information can be found in: 
Information Systems Policy 
Acceptable Use Policy 
Social Media Policy 

 
●  We will review the effectiveness of these procedures periodically to keep up with evolving 

cyber-crime technologies.  
 
Staff Training 

● We will ensure that all staff receive online safety training as part of induction and that 
ongoing online safety training and updates for all staff will be integrated, aligned and 
considered as part of our overarching safeguarding approach. Amongst other things, this 
includes an understanding of the expectations, applicable roles and responsibilities in 
relation to filtering and monitoring. 

 
Educating Children 

● We will ensure a comprehensive whole school curriculum response is in place to enable all 
children to learn about and manage online risks effectively as part of providing a broad and 
balanced curriculum.  

 
DSLs and SLT may find it helpful to access UK Council for Internet Safety (UKCIS) ‘Education for a 
Connected World Framework’ and DfE ‘Teaching online safety in school’ guidance. 
 
Working with Parents / Carers 

● We will build a partnership approach to online safety and will support parents/carers to 
become aware of and alert to the potential online benefits and risks for children by: 

o Providing information on our school website and through existing communication 
channels (official social media, blog, newsletters and parent mail etc.), offering 
specific online safety events for parents/carers and highlighting online safety at 
existing events  

https://www.iwf.org.uk/
https://www.gov.uk/government/publications/education-for-a-connected-world
https://www.gov.uk/government/publications/education-for-a-connected-world
https://www.gov.uk/government/publications/teaching-online-safety-in-schools
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https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1136309/Providing_remote_education_non-statutory_guidance_for_schools.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1136309/Providing_remote_education_non-statutory_guidance_for_schools.pdf
https://www.theeducationpeople.org/blog/safer-remote-learning-during-covid-19-information-for-school-leaders-and-dsls/
https://www.theeducationpeople.org/blog/safer-remote-learning-during-covid-19-information-for-school-leaders-and-dsls/
https://www.kelsi.org.uk/child-protection-and-safeguarding/e-safety

